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Hello, my name is Freya Basey and this presentation covers a research proposal for Applying a Cyber Incident Response and Recovery Framework to Intelligent Transportation Systems using Nissan as a case study.

A key area of current technological development is Intelligent Transportation Systems (ITS), with road-based ITS being a particular area of interest due to the increasing challenges seen in urban road systems (Vitunskaite et al., 2019). Road-based ITS forms a cornerstone of the smart city concept and aims to improve urban living through reducing travel times, emissions and congestion (Chen et al., 2018). The ITS literature shows a lean towards the connected and autonomous vehicles (CAV) use case and this is likely due to the significant ongoing investment in this technology, with almost two thirds of mobility investments going towards autonomous vehicles and smart mobility since 2010 (Holland-Letz et al., 2021).

Previous research shows that ITS infrastructure, from cars to traffic signals, could be vulnerable to both existing and yet to be discovered cyber threats (Chen et al., 2018). When it comes to the security of ITS, the literature makes clear the importance of resilience in order to protect against these threats (Vivek & Conner, 2022; Ganin et al., 2019). However, whilst there has been various studies focusing on security controls, there has been little focus on cyber recovery in the event of an impactful cyber attack. The significance of this project lies in the fact that recovery is a key cyber security control function that needs to be understood and addressed in order to protect a system from inevitable cyber attacks (NIST, 2018; NIST, 2021). It is on this basis that this project would meet the requirement for the Master of Science (MSc) Cyber Security course. With regards to the scope of this study, it is proposed that the focus will be system recovery from active cyber attacks in road-based ITS (Husnoo et al., 2021).

In order to address the identified research gap, the aims of this study will be to provide insight into how cyber recovery controls can be applied to ITS use cases as well as the current state of recovery controls in the industry. Furthermore, the study will seek to identify opportunities, challenges and gaps regarding cyber recovery in ITS.

The following research questions will be used as a basis for the study in order to achieve these aims:

* Is the Cyber Incident Response and Recovery Framework applicable to road-based ITS (Staves et al., 2022)? If not, how could it be adapted to suit this use case?
* Which cyber recovery controls are applicable to the road-based ITS use case?
* What gaps and challenges are there in current ITS recovery controls?

In order to answer the research questions, the underlying objectives will include:

* Apply an existing cyber recovery framework to the Nissan autonomous vehicle use case and determine if any adaptations are required.
* Identify which cyber recovery controls are in use or could be applied to the use case.
* Identify opportunities for valuable future research and development.

Based on previous research, my initial hypotheses would be that the framework is largely applicable to the ITS use case with some omissions and gaps. Whilst recovery controls are important for ITS, I would expect them to still be maturing due to the infancy of the technology. Furthermore, emergency situations and privacy requirements inherent in ITS may add some complexities not covered in the Industrial Control Systems (ICS) application of the framework (Staves et al., 2022).

This project would take the form of a theoretical application of an existing framework so would be both descriptive and exploratory in nature (Dawson, 2015). The proposed research methodology to achieve the objectives of the project is a case study, from both an indirect and direct perspective. Indirect through applying the framework to several ITS attack scenarios based on secondary Nissan data that is publicly available and direct through a confirmatory round of interviews with stakeholders involved in Nissan cyber recovery activities. Whilst case studies are not always reliable for descriptive research due to the risk of atypical respondents, using multiple sources will allow me to better determine the probable truth and will allow for considered generalisations based on the outcomes of the study.

Research design should follow a recognised process (Dawson, 2015). Whilst a sequential process has been defined for this project, some of the stages will be iterative in nature, such as the data analysis and framework application stages.

The first step will be to identify attack scenarios that are applicable to the Nissan case study based on publicly available data, some of which is covered in the next slide. The initial intention is to identify two attack scenarios and then simulate the attacks to ensure that they are both viable and fully understood. A simulation is chosen here due to the lack of available real-world testbeds and also out of caution regarding any potential contraventions of the Computer Misuse Act 1990 (Ahmadi-Assalemi et al., 2020; CPS, 2020).

The second step will be applying the Cyber Incident Response and Recovery Framework to the attack scenarios for the Nissan case study, again based on secondary data, to understand how the framework would be utilized. Using more than one attack scenario will allow for comparison and contrasting to fully understand the framework’s applicability and how cyber recovery controls can be leveraged for CAV, and ultimately for ITS.

The third step is interviewing Nissan stakeholders involved in cyber operations to confirm and potentially expand on the findings of the framework application. Whilst observations could lead to a rich view of the cyber recovery process, the logistics for organising this as well as the highly sensitive nature of cyber security incidents make this data collection method unsuitable (Staves et al., 2022). Instead, the intention is to follow the original application of the framework in using semi-structured interviews. Semi-structured interviews are appropriate here as some structure will ensure focus on the coverage of the key framework elements whilst allowing flexibility to probe further on areas of interest and confirm meanings if required. In order to avoid biased answers, questions exploring the current approaches to each section of the framework will be asked prior to sharing the framework itself. Following that, the framework will be explicitly shared with interviewees to understand their views on the suitability of the framework in its entirety.

The fourth step will be to aggregate and analyse the qualitative data gathered during both the framework application and subsequent confirmatory interviews. Given the qualitative nature of the data, content analysis will be used to determine key themes and ideas. Particular attention will be paid to whether the data from the application of the framework aligns with interview responses and consider why this may or may not be. Whilst the reliability of qualitative methods is often weaker than quantitative designs, validity is often stronger due to the rich data observed and the resulting interpretations (Kaplan & Maxwell, 2005).

The final step will be to document findings on the framework suitability, including challenges and gaps. When it comes to organising and documenting the findings of the study, the IMRAD structure will be used (Anderson & Hepburn, 2020; Wu, 2011). The IMRAD structure uses the core sections of introduction, methods, results and discussion. The simplicity of this foundational structure means that additional sections can be added to enhance communication of the study, for example by adding a conclusion and suggestions for future research.

Several resource requirements are clear from the outset of this study. These include attack simulation software to test potential attack scenarios, means of efficiently making both voice and note recordings during interview, and access to suitable Nissan stakeholders. Initial research demonstrates that there is open-source software available to support attack simulations (SUMO, 2022), a smart device could be used for both recordings, and finally I can leverage my professional network to access Nissan stakeholders.

Another resource required to conduct research is existing literature applicable to the study (Dawson, 2015). There are several topics to consider when identifying key literature related to this project, for example the case study itself, ITS resilience and cyber recovery. The following are some examples of current sources that will be used to support and inform the direction of the project.

Given the chosen research approach, confirmation that there is sufficient secondary data available on the Nissan autonomous vehicle case study is key. Fortunately, there are several resources available from Nissan, including regular press releases and articles discussing technological innovations. Nissan (2017) covers the vision, core capabilities and real-world trials of the autonomous vehicle use case. Nissan (2020) and Partridge (2020) go on to discuss the successful trials Nissan has run in the UK. UKR&I (2022) and Nissan (2022) provide context regarding ongoing ServCity trials being led by Nissan along with details of key stakeholders that may be useful for identifying interviewees. Finally, Nissan (N.D.a) and Nissan (N.D.b) provide insights into both existing technologies utilised in trials as well as future direction; both insights will likely come in handy for identifying attacks relevant to the Nissan case study.

Whilst cyber recovery has not been covered in detail for the road-based ITS use case, there has been research into cyber resilience in ITS. Vivek & Conner (2022) discuss the importance of resilience in ITS given the associated threats and vulnerabilities. Both Vivek & Conner (2022) and Ganin et al. (2019) cover attack simulations which can be used to identify relevant technologies and techniques to support the attack definitions in the proposed study. In addition, Ganin et al. (2019) considers the idea of component criticality and acknowledges the importance of resilience in the face of unknown threats due to the limited deployment of large-scale ITS to date. Ahmadi-Assalemi et al. (2020) highlights gaps in the security research around smart cities, including lack of consideration for digital forensic incident response and a lack of available datasets for testing. Overall, this shows that the gap could be even wider than ITS and due consideration should be given to the datasets used for attack definition.

When it comes to cyber recovery, Staves et al. (2022) and Lancaster University (N.D.) define the Cyber Incident Response and Recovery Framework. This is designed for critical national infrastructure, such as transportation systems, so is the framework that has been chosen for application in this study. Clark et al. (2018) provides inspiration in the form of cyber recovery strategies applied in another ITS use case, namely aviation. Onwubiko (2020) not only provides an alternative cyber recovery framework based on NIST guidance but also acknowledges the cyber recovery research gap and the importance of research in this area. Furthermore, Bartock et al. (2016) is a NIST special publication on cyber event recovery that can be leveraged during this study. Guidance from the NCSC Cyber Assessment Framework will also be useful when considering the possible opportunities, challenges and gaps in applying the Cyber Incident Response and Recovery Framework.

Ethics must be considered when performing research and ethical approval must be given by the university prior to carrying out primary research (Dawson, 2015; University of Essex Online, 2020). Public expectations of ethical practice is increasing, including with regards to research (Vanclay et al., 2013), and an ethical approach can support the integrity of the study (Miller et al., 2012).

Using human subjects as part of this study adds some additional considerations when it comes to ethics (Vanclay et al., 2013). For example, any participants must be informed about how their data will be used and give consent based on those uses. Also, I will need to avoid collecting any unnecessary personal data, limiting the data to demographic only for example (Staves et al., 2022). Any personal data collected will need to be protected due to the participant’s right to privacy and the associated regulatory requirements, such as the General Data Protection Regulation (GDPR) (EUR-Lex, 2016). The GDPR stipulates that a reasonable retention period should be set to determine how long data is kept for and the data must be securely stored for the duration of that time. In addition, using an organization as a case study and gathering primary data related to the organization may require suitable confidentiality agreements to be in place.

Further to ethical considerations in how the data is collected and processed, there are ethical considerations regarding presenting results too (Dawson, 2015). As a professional in IT, I have a responsibility to act with integrity and competence which involves ensuring any results are objective; using all results from the study to ensure accuracy and prevent bias (BCS, 2021). It is worth noting that, although ethical challenges can be identified from the outset of the project, ethical considerations should be included throughout the research lifecycle and form part of the overarching risk assessment process for the project (Miller et al., 2012).

Risks to be considered include those that threaten the successful completion of the project. These can include lack of access to required resources, limited timelines to complete the project in, and even validity issues, such as biased results where Nissan stakeholders want to avoid exposing gaps in their cyber recovery approach for example (Dawson, 2015). The key to managing these risks is identifying and managing them as soon as possible. For example, the aforementioned risks could be managed with appropriate planning of both resources and timelines as well as employing best practice research techniques, such as building trust with interviewees and avoiding leading questions (Staves et al., 2022). Finally, one of the key risks to this research design would be if permission to interview Nissan stakeholders is withheld by the company. Contingencies could include utilizing another organization as the case study, for example Oxbotica (Oxbotica, 2022), or adapting the confirmatory step to not be so heavily focused on the particular case study. Overall, risks management will be a continuous process in the lifecycle of this project.

This timeline is based on the planned upcoming MSc Project Module running for 30 weeks from Tuesday 3rd May 2022. Some steps of the study must run concurrently, for example simulation testing of the attack scenarios must be concluded before beginning to apply the framework to the scenarios, however others can run in parallel, for example documentation of findings can begin whilst analysis work is still ongoing. Based on experience of managing professional projects, I have been generous with the time assigned to each stage to allow for any challenges to be resolved, for example August is a popular time for holidays abroad for those with children so allowing four weeks to conduct interviews should mitigate the risk of interviewees not having availability.

In this research proposal, a five-stage research design has been proposed in order to fill a gap identified in current cyber security research. Whilst there will be no artefact developed, addressing the research problem via these steps will contribute knowledge regarding the current state of cyber recovery controls in Intelligent Transportation Systems. This includes sharing actionable information that would benefit ITS operators and academics with regards to current cyber recovery knowledge. Understanding cyber recovery is significant in this context as these controls will be core to ensuring and promoting the overall resilience of these systems in order to preserve their critical functions, including public safety. Research into new areas can be challenging, especially with the target technology in its infancy, and potential project challenges have been identified. Intended solutions and contingencies have been covered, but the risk management process will be important throughout the project as unforeseen challenges inevitably emerge. Overall, this is a viable project that could pave the way for future research in this area and support the fast-paced innovation in the smart mobility sector.
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